
Tamper proof & validated 
against the blockchain

Are your e-signatories authorised? 

Instant data management & 
distribution

Trusted, immutable audit 
trail

Multiple distribution 
methods

Why Cygnetise?

Book a free demo at 
info@cygnetise.com

www.cygnetise.com

While e-signing enables business 
continuity and promotes efficiencies, 
especially during remote working, it also 
exposes businesses to risks of signatory 
fraud and unauthorised signing.

Is the person signing 
appropriately 
authorised? 

Is the person e-signing 
who they say they are 
(verified identity)? 

Is the signer aware 
they are signing / 
approving (verified 
intent)? 

e-signature product 
(e.g. Docusign) 

Signatory 
Management  App 
(Cygnetise)

eSignature App
(e.g. DocuSign)

eSignature
Click-to-sign, TouchID, 
Mobile OneTime Pass, 
ARX Certification

Advanced 
eSignature
Click-to-sign, TouchID, 
Mobile OneTime Pass, 
ARX Certification

Qualified eSignature
Click-to-sign, TouchID, 
Mobile OneTime Pass, 
ARX Certification

Remote access and 
implementation

Digitised Authorised
Signatory List (ASL)

Manage banking 
signing authorities

Secure ASL sharing & 
data change tracking

Features

Cygnetise complements the use of 
e-signatures within organisations, 
mitigating the risk of unauthorised
personnel signing where they 
shouldn’t.

Authorised Signatory 
Management

http://www.cygnetise.com/

